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will notify any successful bidder of ac-
ceptance in the manner and form speci-
fied in the public notice.

§274.8 Bids-revocations-rejections-
postponements.

The Secretary of Defense or his des-
ignee in his discretion, may (a) revoke
the public notice of invitation to bid at
any time before opening bids, (b) re-
turn all bids unopened either at or
prior to the time specified for their
opening, (c) reject any or all bids, (d)
postpone the time for presentation and
opening of bids, and (e) waive any im-
material or obvious defect in any bid.
Any action the Secretary of Defense or
his designee may take in these respects
shall be final. In the event of a post-
ponement, known bidders will be ad-
vised thereof and their bids returned
unopened.

§274.9 Delegation of authority to the
Secretary of the Treasury.

There is hereby delegated to the Sec-
retary or Acting Secretary of the
Treasury the authority, in the name of
and title of the Secretary of the Treas-
ury, to invite bids under this memoran-
dum, to issue, modify and revoke pub-
lic notices, notices, and announce-
ments concerning such bids, to pre-
scribe additional terms and conditions
with respect thereto, consistent with
this memorandum, to receive, return,
open, reject, and accept bids, and to
take such other actions as may be nec-
essary and proper to execute this dele-
gation of authority to implement this
memorandum, excluding, however, the
issuance of guaranties under §274.4.

§274.10 Reservations.

The Secretary of Defense reserves the
right, at any time, or from time to
time, to amend, repeal, supplement, re-
vise or withdraw all or any of the pro-
visions of this memorandum.
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§275.1 Purpose.

This part implements Title 12, U.S.C.
section 3401, et seq., Pub. L. 95-630,
“Right to Financial Privacy Act of
1978,”” and prescribes the procedures for
the Department of Defense to use to
gain access to financial records main-
tained by financial institutions.

§275.2 Applicability and scope.

(a) The provisions of this part apply
to the Office of the Secretary of De-
fense, the Military Departments, the
Defense Investigative Service, and the
National Security Agency (hereafter
referred to as the ““DoD Components’).

(b) Its provisions apply only to finan-
cial records maintained by financial in-
stitutions as defined in §275.6(a).

[45 FR 17576, Mar. 19, 1980. Redesignated and
amended at 56 FR 57984, Nov. 15, 1991]

§275.3 Policy.

(a) It is the policy of the Department
of Defense when obtaining financial
records from a financial institution to
seek the consent of the customer to

591



		Superintendent of Documents
	2010-11-13T08:32:59-0500
	US GPO, Washington, DC 20401
	Superintendent of Documents
	GPO attests that this document has not been altered since it was disseminated by GPO




